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1. Introduction

RTP [ RFC3550] payl oad formats define how a specific real-tinme data
format is structured in the payload of an RTP packet. A real-tine
data format without a payload format specification cannot be
transported using RTP. This creates an interest in many individuals/
organi zations with nedia encoders or other types of real-tinme data to
define RTP payload formats. However, the specification of a well-
desi gned RTP payload format is nontrivial and requires know edge of
both RTP and the real-tinme data format.

This docunent is intended to hel p any aut hor of an RTP payl oad fornat
speci fication nmake i nportant design decisions, consider inportant
features of RTP and RTP security, etc. The docunent is also intended
to be a good starting point for any person with little experience in
the 1 ETF and/or RTP to |l earn the necessary steps.

Thi s docunent extends and updates the information that is available
in "Quidelines for Witers of RTP Payl oad Fornmat Specifications"”

[ RFC2736]. Since that RFC was witten, further experience has been
gai ned on the design and specification of RTP payl oad formats.
Several new RTP profiles and robustness tools have been defined, and
these need to be consi dered.

Thi s docunent al so di scusses the possible venues for defining an RTP
payl oad format: the | ETF, other standards bodies, and proprietary
ones.

Note, this docunent does discuss | ETF, | ANA, and RFC Editor processes
and rul es as they were when this docunent was published. This to
make clear how the work to specify an RTP payl oad formats depends,
uses, and interacts with these rules and processes. However, these
rul es and processes are subject to change and the formal rule and
process specifications always takes precedence over what is witten
her e.

1.1. Structure

Thi s docunent has several different parts discussing different
aspects of the creation of an RTP payl oad format specification.
Section 3 discusses the preparations the author(s) should nake before
starting to wite a specification. Section 4 discusses the different
processes used when specifying and conpleting a payload format, with
focus on working inside the ETF. Section 5 discusses the design of
payl oad formats thenselves in detail. Section 6 discusses current
design trends and provi des good exanpl es of practices that should be
foll owed when applicable. Followi ng that, Section 7 provides a

di scussion on inportant sections in the RTP payl oad fornat
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specification itself such as Security Considerations and | ANA
Consi derations. This docunent ends with an appendi x containing a
tenpl ate that can be used when witing RTP payl oad formats
speci fications.
2. Term nol ogy
2.1. Definitions
RTP Stream A sequence of RTP packets that together carry part or
all of the content of a specific nedia (audio, video, text, or
dat a whose form and neani ng are defined by a specific real-tine

application) froma specific sender source within a given RTP
sessi on.

RTP Session: An association anong a set of participants
communi cating with RTP. The distinguishing feature of an RTP
session is that each session nmaintains a full, separate space of
synchroni zati on source (SSRC) identifiers. See also
Section 3.3.1.

RTP Payl oad Format: The RTP payl oad format specifies how units of a
specific encoded nedia are put into the RTP packet payl oads and
how the fields of the RTP packet header are used, thus enabling
the format to be used in RTP applications.

A Taxonony of Semantics and Mechani snms for Real - Ti me Transport
Protocol (RTP) Sources [RFC7656] defines many useful ternmns.

2.2. Abbreviations
ABNF:  Augrent ed Backus- Naur Form [ RFC5234]
ADU.  Application Data Unit
ALF: Application Level Franing
ASM  Any- Source Milticast
BCP: Best Current Practice
I-D. Internet-Draft
| ESG Internet Engineering Steering G oup
MIU: Maxi mum Transmi ssion Unit

WG Working G oup
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QS: Quality of Service
RFC. Request For Comments
RTP: Real-tine Transport Protoco
RTCP: RTP Control Protoco
RTT: Round-Trip Tinme
SSM  Source-Specific Milticast
2.3. Use of Normative Requirenents Language

As this docunment is both Informational and instructional rather than
a specification, this docunent does not use any RFC 2119 | anguage and
the use of "may", "should", "recommended", and "nust" carries no
speci al connotati on.

3. Preparations

RTP is a conplex real-tinme nmedia delivery framework, and it has a | ot
of details that need to be considered when witing an RTP payl oad
format. It is also inportant to have a good understandi ng of the
medi a codec / format so that all of its inportant features and
properties are considered. Only when one has sufficient
under st andi ng of both parts can one produce an RTP payl oad fornat of
high quality. On top of this, one needs to understand the process
within the I ETF and especially the Wrking Goup responsible for
standardi zi ng payload formats (currently the PAYLOAD W5 to go
quickly fromthe initial idea stage to a finished RFC. This and the
next sections help an author prepare hinself in those regards.

3.1. Read and Understand the Media Codi ng Specification

It may be obvious, but it is necessary for an author of an RTP

payl oad specification to have a solid understanding of the nedia to
be transported. Inportant are not only the specifically spelled out
transport aspects (if any) in the nedia coding specification, but

al so core concepts of the underlying technol ogy. For exanple, an RTP
payl oad format for video coded with inter-picture prediction will
performpoorly if the payl oad desi gner does not take the use of
inter-picture prediction into account. On the other hand, sone
(rmostly ol der) nedia codecs offer error-resilience tools against bit
errors, which, when misapplied over RTP, in alnost all cases would
only introduce overhead with no neasurable return
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3.2. Recommended Readi ng

The foll owi ng subsections list a nunber of docunents. Not all need
to be read in full detail. However, an author basically needs to be
aware of everything listed bel ow

3.2.1. | ETF Process and Publication

Newconers to the | ETF are strongly reconmended to read the "Tao of
the I ETF" [TAQ that goes through nost things that one needs to know
about the IETF: the history, organizational structure, how the Wss
and neetings work, etc.

It is very inportant to note and understand the | ETF Intellectua
Property Rights (IPR) policy that requires early disclosures based on
personal know edge from anyone contributing in IETF. The |IETF
policies associated with I PR are docunented in BCP 78 [ BCP78]
(related to copyright, including software copyright, for exanple,
code) and BCP 79 [BCP79] (related to patent rights). These rules may
be different from other standardization organizati ons. For exanple,
a person that has a patent or a patent application that he or she
reasonably and personally believes to cover a nechanismthat gets
added to the Internet-Draft they are contributing to (e.g., by
submitting the draft, posting coments or suggestions on a nailing
list, or speaking at a neeting) will need to nake a tinely IPR

di scl osure. Read the above documents for the authoritative rules.
Failure to follow the IPR rules can have dire inplications for the
specification and the author(s) as discussed in [ RFC6701] .

Note: These IPR rules apply on what is specified in the RTP

payl oad format Internet-Draft (and later RFC); an IPR that relates
to a codec specification froman external body does not require

| ETF I PR di sclosure. Informative text explaining the nature of
the codec would not norrmally require an | ETF | PR decl aration
Appropriate I PR declarations for the codec itself would normally
be found in files of the external body defining the codec, in
accordance with that external body’'s own IPR rules.

The main part of the | ETF process is formally defined in BCP 9
[BCP9]. BCP 25 [BCP25] describes the W5 process, the relation
between the I ESG and the W5 and the responsibilities of W5 Chairs
and partici pants.

It is inmportant to note that the RFC Series contains docunents of
several different publication streans as defined by The RFC Seri es
and RFC Editor [RFCA844]. The nost inportant stream for RTP payl oad
formats authors is the IETF Stream In this stream the work of the
| ETF i s published. The stream contains docunents of severa
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different categories: Standards Track, Infornmational, Experinental,
Best Current Practice, and Historic. "Standards Track" contains two
maturity levels: Proposed Standard and Internet Standard [ RFC6410].
A Standards Track docunment nust start as a Proposed Standard; after
successful depl oynent and operational experience with at |east two

i npl enentations, it can be noved to an Internet Standard. The

I ndependent Submi ssion Stream could appear to be of interest as it
provi des a way of publishing documents of certain categories such as
Experimental and Informational with a different review process.
However, as long as |ETF has a Wsthat is chartered to work on RTP
payl oad formats, this stream should not be used

As the content of a given RFC is not allowed to change once
published, the only way to nodify an RFCis to wite and publish a
new one that either updates or replaces the old one. Therefore,

whet her reading or referencing an RFC, it is inportant to consider
both the Category field in the docunent header and to check if the
RFC is the latest on the subject and still valid. One way of
checking the current status of an RFC is to use the RFC Editor’'s RFC
search page (https://ww.rfc-editor.org/search), which displays the
current status and which if any RFC has updated or obsoleted it. The
RFC Edi tor search engine will also indicate if there exist any errata
reports for the RFC. Any verified errata report contains issues of
significant inportance with the RFC, thus, they should be known prior
to an update and repl acenent publication

Before starting to wite a draft, one should also read the |nternet-
Draft witing guidelines (http://www.ietf.org/ietf/1id-
guidelines.txt), the I-D checklist (http://ww.ietf.org/lID
Checklist.htnl), and the RFC Style Quide [RFC7322]. Another docunent
that can be useful is "Q@iide for Internet Standards Witers"

[ RFC2360] .

There are al so a nunber of docunents to consider in the process of
witing drafts intended to becone RFCs. These are inportant when
writing certain types of text.

RFC 2606: Wien witing exanples using DNS nanes in Internet-Drafts,
t hose names shall be chosen from the exanpl e.com exanple.net, and
exanpl e. org donai ns.

RFC 3849: Defines the range of |Pv6 unicast addresses
(2001: DB8: :/32) that should be used in any exanpl es.

RFC 5737: Defines the ranges of |Pv4 unicast addresses reserved for

docunent ati on and exanpl es: 192.0. 2.0/ 24, 198.51.100.0/24, and
203. 0. 113. 0/ 24.
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RFC 5234: Augnment ed Backus-Naur Form (ABNF) is often used when
witing text field specifications. Not comonly used in RTP
payl oad formats, but may be useful when defining nedia type
paraneters of some conplexity.

3.2.2. RITP

The recommended reading for RTP consists of several different parts:
desi gn guidelines, the RTP protocol, profiles, robustness tools, and
medi a- speci fi c recommendati ons.

Any aut hor of RTP payload formats should start by readi ng "GQuidelines
for Witers of RTP Payl oad Fornmat Specifications" [ RFC2736], which
contains an introduction to the Application Level Fram ng (ALF)
principle, the channel characteristics of |IP channels, and design

gui delines for RTP payload formats. The goal of ALF is to be able to
transmit Application Data Units (ADUs) that are independently usable
by the receiver in individual RTP packets, thus mninizing
dependenci es between RTP packets and the effects of packet | oss.

Then, it is advisable to |l earn nore about the RTP protocol, by
studyi ng the RTP specification "RTP: A Transport Protocol for Real-
Time Applications” [RFC3550] and the existing profiles. As a

conpl enent to the Standards Track docunents, there exists a book
totally dedicated to RTP [ CSP-RTP]. There exist several profiles for
RTP today, but all are based on "RTP Profile for Audio and Video
Conferences with Mnimal Control"” [RFC3551] (abbreviated as RTP/ AVP)
The other profiles that one should know about are "The Secure Real -
time Transport Protocol (SRTP)" (RTP/SAVP) [RFC3711], "Extended RTP
Profile for RTCP-based Feedback (RTP/AVPF)" [ RFC4585], and "Extended
Secure Real -tine Transport Control Protocol (RTCP)-Based Feedback
(RTP/ SAVPF)" [RFC5124]. It is inportant to understand RTP and the
RTP/ AVP profile in detail. For the other profiles, it is sufficient
to have an understandi ng of what functionality they provide and the
limtations they create.

A nunber of robustness tools have been devel oped for RTP. The tools
are for different use cases and real -tinme requirenents.

RFC 2198: "RTP Payl oad for Redundant Audi o Data" [RFC2198] provides
functionalities to transmt redundant copies of audio or text
payl oads. These redundant copies are sent together with a prinary
format in the sane RTP payload. This fornmat relies on the RTP
tinmestanp to determ ne where data belongs in a sequence
therefore, it is usually nost suitable to be used with audio.
However, the RTP Payload format for T.140 [ RFC4103] text format
al so uses this format. The format’s major property is that it
only preserves the tinestanp of the redundant payl oads, not the
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ori gi nal sequence nunber. This nakes it unusable for nobst video
formats. This format is also only suitable for nedia fornmats that
produce relatively small RTP payl oads.

RFC 6354: The "Forward- Shifted RTP Redundancy Payl oad Support”
[ RFC6354] is a variant of RFC 2198 that allows the redundant data
to be transmitted prior to the original

RFC 5109: The "RTP Payl oad Format for Generic Forward Error
Correction" [RFC5109] provides an XOR-based Forward Error
Correction (FEC) of the whole or parts of a nunber of RTP packets.
This specification replaced the previous specification for XOR-
based FEC [ RFC2733]. These FEC packets are sent in a separate
stream or as a redundant encoding using RFC 2198. This FEC schene
has certain restrictions in the nunber of packets it can protect.
It is suitable for applications with | owto-nediumdelay tol erance
with a limted amount of RTP packets.

RFC 6015: "RTP Payl oad Fornmat for 1-D Interl eaved Parity Forward
Error Correction (FEC)" [RFC6015] provides a variant of the XORrR
based CGeneric protection defined in [RFC2733]. The main
difference is to use interleaving schene on which packets gets
i ncl uded as source packets for a particular protection packet.
The interleaving is defined by using every L packets as source
data and then producing protection data over D nunber of packets.
Thus, each block of D x L source packets will result in L nunber
of Repair packets, each capable of repairing one loss. The goa
is to provide better burst-error robustness when the packet rate
i s higher.

FEC Framework: "Forward Error Correction (FEC) Franmework" [RFC6363]
defines how to use FEC protection for arbitrary packet fl ows.
This framework can be applied for RTP/ RTCP packet flows, including
using RTP for transm ssion of repair synbols, an exanple is in
"RTP Payl oad Format for Raptor Forward Error Correction (FEQ)"
[ RFC6682] .

RTP Retransni ssion: The RTP retransm ssion schenme [ RFC4588] is used
for senmi-reliability of the nost inportant RTP packets in a RTP
stream The level of reliability between senm - and in-practice
full reliability depends on the targeted properties and situation
where paraneters such as round-trip tinme (RTT) allowed additiona
overhead and all owabl e delay. It often requires the application
to be quite delay tolerant as a m ni mrum of one round-trip tinme
pl us processing delay is required to performa retransm ssion
Thus, it is nostly suitable for streaning applications but may
al so be usable in certain other cases when operating in networks
with short round-trip tines.
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RTP over TCP: RFC 4571 [RFC4571] defines how one sends RTP and RTCP

packets over connection-oriented transports Iike TCP. |f one uses
TCP, one gets reliability for all packets but | oses sonme of the
real -tine behavior that RTP was designed to provide. Issues with

TCP transport of real-tine nedia include head-of-1ine bl ocking and
wasting resources on retransm ssion of data that is already |ate.
TCP is also linted to point-to-point connections, which further
restricts its applicability.

There have been both di scussion and design of RTP payl oad fornmats,
e.g., Adaptive Miulti-Rate (AMR) and AMR W deband (AVR-WB) [ RFC4867],
supporting the unequal error detection provided by UDP-Lite

[ RFC3828]. The idea is that by not having a checksum over part of
the RTP payl oad one can allow bit errors fromthe | ower |ayers. By
allowing bit errors one can increase the efficiency of sone link

| ayers and al so avoi d unnecessary di scarding of data when the payl oad
and nedi a codec can get at |east sone benefit fromthe data. The
main issue is that one has no idea of the level of bit errors present
in the unprotected part of the payload. This nakes it hard or

i npossi ble to deterni ne whether or not one can design sonething
usabl e. Payload format designers are not recomended to consider
features for unequal error detection using UDP-Lite unless very clear
requi renents exist.

There al so exi st sone nanagenent and nonitoring extensions.

RFC 2959: The RTP protocol Mnagenent |nfornmation Database (M B)
[ RFC2959] that is used with SNW [ RFC3410] to configure and
retrieve informati on about RTP sessions.

RFC 3611: The RTCP Extended Reports (RTCP XR) [ RFC3611] consists of
a framework for reports sent within RTCP. It can easily be
ext ended by defining new report formats, which has and is
occurring. The XRBLOCK W in the IETF is chartered (at the tine
of witing) with defining newreport formats. The list of
specified formats is available in | ANA's RTCP XR Bl ock Type
registry (http://ww.iana. org/assi gnnents/rtcp-xr-bl ock-types/).
The report fornmats that are defined in RFC 3611 provide report
i nformati on on packet |oss, packet duplication, packet reception
times, RTCP statistics summary, and Vol P Quality. [RFC3611] also
defines a mechanismthat allows receivers to calculate the RTT to
ot her session participants when used.

RMONM B:  The Renote Network Mnitoring WG has defined a nechani sm

[ RFC3577] based on usage of the MB that can be an alternative to
RTCP XR.
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A nunber of transport optim zations have al so been devel oped for use
in certain environments. They are all intended to be transparent and
do not require special consideration by the RTP payl oad fornat
witer. Thus, they are primarily listed here for informationa
reasons.

RFC 2508: " Conpressing | P/ UDP/ RTP Headers for Low Speed Seri al
Li nks" (CRTP) [RFC2508] is the first |ETF-devel oped RTP header
conpressi on nechanism It provides quite good conpression
however, it has cl ear perfornmance probl ems when subject to packet
| oss or reordering between conpressor and deconpressor

RFCs 3095 and 5795: These are the base specifications of the robust
header conpression (ROHC) protocol version 1 [RFC3095] and version
2 [RFC5795]. This solution was created as a result of CRTP s |ack
of performance when conpressed packets are subject to |oss.

RFC 3545: Enhanced conpressed RTP (E-CRTP) [ RFC3545] was devel oped
to provide extensions to CRTP that allow for better perfornmance
over links with long RTTs, packet |oss, and/or reordering.

RFC 4170: "Tunneling Miltiplexed Conpressed RTP (TCRTP)" [RFC4170]
is a solution that all ows header conpression within a tunne
carrying multiple nultiplexed RTP flows. This is primarily used
in voice trunking.

There exist a couple of different security mechani snms that may be
used with RTP. By definition, generic nmechanisns are transparent for
the RTP payl oad format and do not need special consideration by the
format designer. The main reason that different solutions exist is
that different applications have different requirenents; thus,

di fferent solutions have been devel oped. For nore di scussion on
this, please see "Options for Securing RTP Sessions" [ RFC7201] and
"Securing the RTP Franmewor k: Why RTP Does Not Mandate a Single Media
Security Sol ution" [RFC7202]. The main properties for an RTP
security nmechanismare to provide confidentiality for the RTP

payl oad, integrity protection to detect manipul ati on of payl oad and
headers, and source authentication. Not all mechanisns provide all
of these features, a point that will need to be considered when a
speci fic nechani sns i s chosen

The profile for Secure RTP - SRTP (RTP/ SAVP) [ RFC3711] and the
derived profile (RTP/ SAVPF [ RFC5124]) are a solution that enables
confidentiality, integrity protection, replay protection, and partia
source authentication. It is the solution nost conmonly used with
RTP at the tine of witing this docunment. There exist several key-
managenent solutions for SRTP, as well other choices, affecting the
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security properties. For a nore in-depth review of the options and
solutions other than SRTP consult "Options for Securing RTP Sessions"
[ RFC7201] .

3.3. Inportant RTP Details

This section reviews a nunber of RTP features and concepts that are
avail abl e in RTP, independent of the payload format. The RTP payl oad
format can nake use of these when appropriate, and even affect the
behavi or (RTP timestanmp and nmarker bit), but it is inmportant to note
that not all features and concepts are relevant to every payl oad
format. This section does not renove the necessity to read up on
RTP. However, it does point out a few inportant details to renenber
when designing a payl oad fornat.

3.3.1. The RTP Session
The definition of the RTP session from RFC 3550 is:

An associ ation anobng a set of participants comrunicating with RTP.
A participant may be involved in nultiple RTP sessions at the sane
time. In a multinmedia session, each nediumis typically carried
in a separate RTP session with its own RTCP packets unless the
encoding itself multiplexes nultiple nmedia into a single data
stream A participant distinguishes nmultiple RTP sessions by
reception of different sessions using different pairs of
destination transport addresses, where a pair of transport
addresses conpri ses one network address plus a pair of ports for
RTP and RTCP. All participants in an RTP session nmay share a
conmon destination transport address pair, as in the case of IP
mul ticast, or the pairs nmay be different for each participant, as
in the case of individual unicast network addresses and port
pairs. In the unicast case, a participant may receive from al
other participants in the session using the sane pair of ports, or
may use a distinct pair of ports for each.

The di stinguishing feature of an RTP session is that each session
mai ntains a full, separate space of SSRC identifiers (defined
next). The set of participants included in one RTP session

consi sts of those that can receive an SSRC identifier transnmtted
by any one of the participants either in RTP as the SSRC or a CSRC
(al so defined below) or in RTCP. For exanple, consider a three-
party conference inplenmented using unicast UDP with each
participant receiving fromthe other two on separate port pairs.

I f each participant sends RTCP feedback about data received from
one other participant only back to that participant, then the
conference is conposed of three separate point-to-point RTP
sessions. |f each participant provides RTCP feedback about its
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reception of one other participant to both of the other
participants, then the conference is conposed of one multi-party
RTP session. The latter case sinulates the behavior that would
occur with IP nulticast comunication anong the three

partici pants.

The RTP framework allows the variations defined here, but a
particul ar control protocol or application design will usually
i mpose constraints on these variations.

3.3.2. RTP Header

The RTP header contains a nunber of fields. Two fields always
require additional specification by the RTP payl oad format, nanely
the RTP tinmestanp and the marker bit. Certain RTP payl oad formats

al so use the RTP sequence nunber to realize certain functionalities,
primarily related to the order of their application data units. The
payl oad type is used to indicate the used payload format. The SSRC
is used to distinguish RTP packets frommultiple senders and nedi a
sources identifying the RTP stream Finally, [RFC5285] specifies how
to transport payload format independent netadata relating to the RTP
packet or stream

Marker Bit: A single bit nornally used to provide inportant

indications. In audio, it is nornally used to indicate the start
of a talk burst. This enables jitter buffer adaptation prior to
t he begi nning of the burst with minimal audio quality inmpact. In

video, the marker bit is normally used to indicate the |ast packet
part of a frame. This enables a decoder to finish decoding the
picture, where it otherwise may need to wait for the next packet
to explicitly know that the franme is finished.

Ti mestanp: The RTP tinmestanp indicates the tinme instance the nedia
sampl e belongs to. For discrete nedia like video, it normally
i ndi cates when the nedia (frame) was sanpled. For continuous
media, it normally indicates the first tine instance the nedia
present in the payload represents. For audio, this is the
sampling time of the first sanple. Al RTP payload formats nust
specify the neaning of the tinmestanp value and the clock rates
allowed. Selecting a timestanp rate is an active design choice
and is further discussed in Section 5. 2.

Di sconti nuous Transm ssion (DTX) that is common anobng speech
codecs, typically results in gaps or junps in the tinestanp val ues
due to that there is no nedia payload to transnit and the next
used tinestanp val ue represent the actual sanpling tinme of the
data transmtted
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Sequence Nunmber: The sequence nunber is nonotonically increasing and
is set as the packet is sent. This property is used in many
payl oad formats to recover the order of everything fromthe whole
stream down to fragnents of application data units (ADUs) and the
order they need to be decoded. Discontinuous transm ssions do not
result in gaps in the sequence nunber, as it is nonotonically
i ncreasing for each sent RTP packet.

Payl oad Type: The payload type is used to indicate, on a per-packet
basis, which format is used. The binding between a payl oad type
nunber and a payl oad format and its configuration are dynamcally
bound and RTP session specific. The configuration informtion can
be bound to a payl oad type val ue by out-of-band signaling
(Section 3.4). An exanple of this would be video decoder
configuration information. Conmonly, the same payload type is
used for a nmedia streamfor the whole duration of a session
However, in some cases it may be necessary to change the payl oad
format or its configuration during the session

SSRC. The synchroni zati on source (SSRC) identifier is normally not
used by a payload format other than to identify the RTP tinmestanp
and sequence nunber space a packet belongs to, allow ng
simul t aneously reception of nmultiple nmedia sources. However, sone
of the RTP nechanisns for inproving resilience to packet |oss uses
multiple SSRCs to separate original data and repair or redundant
data, as well as multi-streamtransni ssion of scal abl e codecs

Header Extensions: RTP payload formats often need to include
metadata relating to the payl oad data being transported. Such
netadata is sent as a payl oad header, at the start of the payl oad
section of the RTP packet. The RTP packet al so includes space for
a header extension [ RFC5285]; this can be used to transport
payl oad format independent netadata, for exanple, an SMPTE tine
code for the packet [RFC5484]. The RTP header extensions are not
intended to carry headers that relate to a particul ar payl oad
format, and nmust not contain information needed in order to decode
t he payl oad.

The remaining fields do not commonly influence the RTP payl oad
format. The padding bit is worth clarifying as it indicates that one
or nore bytes are appended after the RTP payl oad. This paddi ng nust
be renoved by a receiver before payload format processing can occur
Thus, it is conpletely separate from any padding that nmay occur
within the payload fornmat itself.
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3.3.3. RTP Ml tiplexing

RTP has three nultiplexing points that are used for different
pur poses. A proper understanding of this is inportant to correctly
use t hem

The first one is separation of RTP streans of different types or
usages, which is acconplished using different RTP sessions. So, for
exanple, in the common nultinedia session with audio and vi deo, RTP
commonly nultiplexes audio and video in different RTP sessions. To
achieve this separation, transport-level functionalities are used,
normal |y UDP port nunbers. Different RTP sessions can al so be used
to realize layered scalability as it allows a receiver to select one
or nore layers for nmulticast RTP sessions sinply by joining the

mul ticast groups over which the desired layers are transported. This
separation also allows different Quality of Service (QS) to be
applied to different nedia types. Use of multiple transport flows
has potential issues due to NAT and firewall traversal. The choices
how one applies RTP sessions as well as transport flows can affect
the transport properties an RTP nedia stream experiences.

The next nultiplexing point is separation of different RTP streans
within an RTP session. Here, RTP uses the SSRC to identify

i ndi vi dual sources of RTP streans. An exanple of individual nedia
sources woul d be the capture of different mcrophones that are
carried in an RTP session for audio, independently of whether they
are connected to the same host or different hosts. There also exist
cases where a single nedia source, is transmtted using nultiple RTP
streams. For each SSRC, a unique RTP sequence nunber and timestanp
space i s used

The third nmultiplexing point is the RTP header payload type field.
The payl oad type identifies what format the content in the RTP

payl oad has. This includes different payload format configurations,
di fferent codecs, and al so usage of robustness nmechanisns |ike the
one described in RFC 2198 [ RFC2198].

3.3.4. RTP Synchroni zation

There are several types of synchronization, and we will here describe
how RTP handl es the different types

Intra media: The synchronization within a nedia streamfrom a
synchroni zati on source (SSRC) is acconplished using the RTP
timestanp field. Each RTP packet carries the RTP timestanp, which
specifies the position in tinme of the nedia payl oad contained in
this packet relative to the content of other RTP packets in the
same RTP stream (i.e., a given SSRC). This is especially useful
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in cases of discontinuous transm ssions. Discontinuities can be
caused by network conditions; when extensive | osses occur the RTP
timestanp tells the receiver how nuch | ater than previously

recei ved nmedi a the present nmedi a should be played out.

Inter-media: Applications commonly have a desire to use severa
medi a sources, possibly of different nedia types, at the sane
time. Thus, there exists a need to synchronize different nedia
fromthe sane endpoint. This puts two requirenments on RTP: the
possibility to determ ne which nedia are fromthe sane endpoi nt
and if they should be synchronized with each other and the
functionality to facilitate the synchroni zation itself.

The first step in inter-nedia synchronization is to deternine which
SSRCs in each session should be synchronized with each other. This

i s acconplished by conmparing the CNAME fields in the RTCP source
description (SDES) packets. SSRCs with the same CNAME sent in any of
nmul ti pl e RTP sessions can be synchroni zed.

The actual RTCP nechanismfor inter-media synchronization is based on
the idea that each RTP stream provides a position on the nedia
specific time line (nmeasured in RTP tinestanp ticks) and a common
reference tine line. The conmon reference tinme line is expressed in
RTCP as a wall-clock tine in the Network Tine Protocol (NTP) fornat.
It is inmportant to notice that the wall-clock tinme is not required to
be synchroni zed between hosts, for exanple, by using NTP [ RFC5905].

It can even have nothing at all to do with the actual tine; for
exanpl e, the host systemis up-tine can be used for this purpose. The
important factor is that all media streanms froma particul ar source
that are being synchroni zed use the sanme reference clock to derive
their relative RTP tinestanp tinme scales. The type of reference
clock and its tinebase can be signal ed using RTP C ock Source
Signaling [ RFC7273].

Figure 1 illustrates how if one receives RTCP Sender Report (SR
packet P1 for one RTP stream and RTCP SR packet P2 for the other RTP
stream then one can cal cul ate the correspondi ng RTP tinestanp val ues
for any arbitrary point intine T. However, to be able to do that,

it is also required to know the RTP tinmestanp rates for each RTP
streamcurrently used in the sessions.
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Figure 1: RTCP Synchroni zation

Assunme that medium 1 uses an RTP tinestanp clock rate of 16 kHz, and
medi um 2 uses a clock rate of 90 kHz. Then, TS1 and TS2 for point T
can be calculated in the following way: TS1(T) = TS1(P1) + 16000 *
(NTP(T)-NTP(P1)) and TS2(T) = TS2(P2) + 90000 * (NTP(T)-NTP(P2)).
This calculation is useful as it allows the inplenentation to
generate a common synchroni zation point for which all tine values are
provided (TS1(T), TS2(T) and T). So, when one wi shes to calcul ate
the NTP tinme that the tinestanp val ue present in packet X corresponds
to, one can do that in the following way: NTP(X) = NTP(T) + (TS2(X) -
TS2(T))/90000.

I nproved signaling for |ayered codecs and fast tune-in have been
specified in "Rapid Synchroni zation for RTP Fl ows" [RFC6051].

Leap seconds are extra seconds added or seconds renpbved to keep our
clocks in sync with the earth’s rotation. Adding or renoving seconds
can inpact the reference clock as discussed in "RTP and Leap Seconds”
[ RFC7164]; also, in cases where the RTP tinestanp val ues are derived
using the wall clock during the | eap second event, errors can occur

I mpl enent ati ons need to consider |eap seconds and shoul d consider the
reconmendations in [ RFC7164].

3.4. Signaling Aspects

RTP payload formats are used in the context of application signaling
protocol s such as SIP [ RFC3261] using the Session Description
Protocol (SDP) [RFC4566] with O fer/Answer [RFC3264], RTSP [ RFC7826],
or the Session Announcenent Protocol [RFC2974]. These exanples al
use out-of-band signaling to indicate which type of RTP streans are
desired to be used in the session and how they are configured. To be
able to declare or negotiate the nedia format and RTP payl oad
packetization, the payload format nust be given an identifier. |In
addition to the identifier, many payl oad formats al so have the need
to signal further configuration information out-of-band for the RTP
payl oads prior to the nedia transport session

Westerl und I nf or mat i onal [ Page 18]



RFC 8088 HOMO RTP Payl oad Formats May 2017

The above exanpl es of session-establishing protocols all use SDP, but
ot her session description formats nmay be used. For exanple, there
was di scussion of a new XM.-based session description format within
the 1ETF (SDP-NG. |In the end, the proposal did not get beyond draft
prot ocol specification because of the enornous installed base of SDP
i npl enentations. However, to avoid |ocking the usage of RTP to SDP
based out-of -band signaling, the payload fornats are identified using
a separate definition format for the identifier and associ ated
paraneters. That format is the nedia type

3.4.1. Media Types

Medi a types [RFC6838] are identifiers originally created for

identifying media formats included in email. In this usage, they
were known as M ME types, where the expansion of the M ME acronym
i ncludes the word "mail". The term"nmedia type" was introduced to

reflect a broader usage, which includes HTTP [ RFC7231], Message
Session Relay Protocol (MSRP) [ RFC4975], and many other protocols to
identify arbitrary content carried within the protocols. Media types
al so provide a nedia hierarchy that fits RTP payload formats well
Medi a type nanes are of two parts and consist of content type and
sub-type separated with a slash, e.g., 'audio/PCMA' or ’video/
h263-2000". It is inportant to choose the correct content-type when
creating the nedia type identifying an RTP payload format. However,
in nost cases, there is little doubt what content type the fornat

bel ongs to. @uidelines for choosing the correct nedia type and
registration rules for nedia type nanes are provided in "Media Type
Speci fications and Regi stration Procedures" [RFC6838]. The
additional rules for nedia types for RTP payload formats are provi ded
in "Media Type Registration of RTP Payl oad Formats" [ RFC4855].

Regi stration of the RTP payl oad nane is sonething that is required to
avoid nanme collision in the future. Note that "x-" nanes are not
suitable for any docunented format as they have the sanme problemwth
nane collision and can’t be registered. The list of already-

regi stered nedia types can be found at

<ht t ps://wwv. i ana. or g/ assi gnnent s/ nedi a-t ypes/ nedi a-types. xht nl >,

Medi a types are all owed any nunber of paraneters, which may be
required or optional for that nedia type. They are always specified
on the form "name=val ue". There exist no restrictions on how the
value is defined fromthe nedia type' s perspective, except that
paraneters nust have a value. However, the usage of nedia types in
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SDP, etc., has resulted in the following restrictions that need to be
followed to nmake nmedia types usable for RTP-identifying payl oad
formats:

1. Arbitrary binary content in the paranmeters is allowed, but it
needs to be encoded so that it can be placed wthin text-based
protocols. Base64 [RFC4648] is recomended, but for shorter
content Basel6 [ RFC4648] nay be nore appropriate as it is sinpler
to interpret for hunmans. This needs to be explicitly stated when
defining a media type paraneter with binary val ues.

2. The end of the value needs to be easily found when parsing a
message. Thus, paraneter values that are continuous and not
interrupted by comon text separators, such as space and
sem col on characters, are reconmended. |If that is not possible,
some type of escaping should be used. Usage of quote (") is
recommended; do not forget to provide a nethod of encodi ng any
character used for quoting inside the quoted el enent.

3. A common representation formfor the nmedia type and its
paraneters is on a single line. |In that case, the nedia type is
foll owed by a sem col on-separated |list of the paraneter val ue
pairs, e.g.

audi o/ ant octet-align=0; node-set=0,2,5,7; nobde-change-period=2
3.4.2. Mapping to SDP

Since SDP [ RFC4566] is so commonly used as an out-of-band signaling
protocol, a mapping of the nedia type into SDP exists. The details
on howto map the nedia type and its paraneters into SDP are
described in [ RFC4855]. However, this is not sufficient to explain
how certain paranmeters nust be interpreted, for exanple, in the
context of OfFfer/Answer negotiation [ RFC3264].

3.4.2.1. The Ofer/Answer Mbdel

The O fer/Answer (O A) nodel allows SIP to negotiate which nmedia
formats and payload formats are to be used in a session and how t hey
are to be configured. However, O A does not define a default
behavior; instead, it points out the need to define how paranmeters
behave. To make things even nore conplex, the direction of nedia
within a session has an inpact on these rules, so that sone cases nay
require separate descriptions for RTP streans that are send-only,
receive-only, or both sent and received as identified by the SDP
attributes a=sendonly, a=recvonly, and a=sendrecv. In addition, the
usage of multicast adds further limtations as the same RTP streamis
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delivered to all participants. |f those nulticast-inposed
restrictions are too linmting for unicast, then separate rules for
uni cast and nulticast will be required.

The sinplest and nost conmon QA interpretation is that a paraneter
is defined to be declarative; i.e., the SDP O fer/Answer sending
agent can declare a value and that has no direct inpact on the other
agent’'s values. This declared value applies to all nedia that are
going to be sent to the declaring entity. For exanple, nobst video
codecs have a |l evel paraneter that tells the other participants the
hi ghest conplexity the video decoder supports. The |evel paraneter
can be decl ared i ndependently by two participants in a unicast
session as it will be the nedia sender’s responsibility to transnmit a
video streamthat fulfills the limtation the other side has
declared. However, in nulticast, it will be necessary to send a
streamthat follows the limtation of the weakest receiver, i.e., the
one that supports the lowest level. To sinplify the negotiation in
these cases, it is comobn to require any answerer to a nulticast
session to take a yes or no approach to paraneters.

A "negotiated" paraneter is a different case, for which both sides
need to agree on its value. Such a paraneter requires the answerer
to either accept it as it is offered or renove the payl oad type the
paraneter belonged to fromits answer. The renoval of the payl oad
type fromthe answer indicates to the offerer the |ack of support for
the paraneter values presented. An unfortunate inplication of the
need to use conpl ete payl oad types to indicate each possible
configuration so as to maxi m ze the chances of achieving
interoperability, is that the nunber of necessary payl oad types can
quickly grow large. This is one reason to limt the total nunber of
sets of capabilities that nmay be inpl enented.

The nost problenmatic type of paranmeters are those that relate to the
medi a the entity sends. They do not really fit the O A nodel, but
can be shoehorned in. Exanples of such paranmeters can be found in
the H 264 video codec’s payload fornmat [ RFC6184], where the nane of
all paraneters with this property starts with "sprop-". The issue
with these paraneters is that they declare properties for a RTP
streamthat the other party may not accept. The best one can make of
the situation is to explain the assunption that the other party wll
accept the same paraneter value for the nmedia it will receive as the
of ferer of the session has proposed. |If the answerer needs to change
any declarative paraneter relating to streans it will receive, then
the offerer may be required to nake a new offer to update the
paraneter values for its outgoing RTP stream
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Anot her issue to consider is the send-only RTP streans in offers.
Paraneters that relate to what the answering entity accepts to
recei ve have no neaning other than to provide a tenplate for the
answer. It is worth pointing out in the specification that these
really provide a set of paraneter values that the sender recomends
Note that send-only streans in answers will need to indicate the
offerer’'s paraneters to ensure that the offerer can match the answer
to the offer.

A further issue with Offer/Answer that conplicates things is that the
answerer is allowed to renunber the payl oad types between offer and
answer. This is not reconmended, but allowed for support of gateways
to the I TU conferencing suite. This neans that it nust be possible
to bind answers for payload types to the payload types in the offer
even when the payl oad type nunber has been changed, and sonme of the
proposed payl oad types have been renoved. This binding must normally
be done by matching the configurations originally offered agai nst
those in the answer. This nay require specification in the payl oad
format of which paraneters that constitute a configuration, for
exanpl e, as done in Section 8.2.2 of the H 264 RTP Payl oad fornat

[ RFC6184], which states: "The paranmeters identifying a nmedia format
configuration for H 264 are profile-level-id and packeti zati on- node"

3.4.2.2. Declarative Usage in RTSP and SAP

SAP (Session Announcenent Protocol) [RFC2974] was experinentally used
for announcing multicast sessions. Sinmilar but better protocols are
using SDP in a declarative style to configure nulticast-based
applications. Independently of the usage of Source-Specific

Mul ticast (SSM [RFC3569] or Any-Source Multicast (ASM, the SDP
provi ded by these configuration delivery protocols applies to al
participants. Al nedia that is sent to the session nust follow the
RTP stream definition as specified by the SDP. This enabl es everyone
to receive the session if they support the configuration. Here, SDP
provi des a one-way channel with no possibility to affect the
configuration that the session creator has decided upon. Any RTP
payl oad fornmat that requires paraneters for the send direction and

t hat needs individual values per inplenentation or instance will fai
in a SAP session for a nulticast session allow ng anyone to send.

Real - Time Stream ng Protocol (RTSP) [RFC7826] all ows the negotiation
of transport paraneters for RTP streans that are part of a streaning
session between a server and client. RTSP has divided the transport
paraneters fromthe nedia configuration. SDP is comonly used for
nmedi a configuration in RTSP and is sent to the client prior to
session establishnent, either through use of the DESCRI BE nmet hod or
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by neans of an out-of-band channel l|ike HTTP, enmil, etc. The SDP is
used to determ ne which RTP streans and what formats are being used
prior to session establishment.

Thus, both SAP and RTSP use SDP to configure receivers and senders
with a predeterm ned configuration for a RTP stream i ncluding the
payl oad format and any of its parameters. All paraneters are used in
a declarative fashion. This can result in different treatnent of
paraneters between O fer/ Answer and declarative usage in RTSP and
SAP. Any such difference will need to be spelled out by the payl oad
format specification.

3.5. Transport Characteristics

The general channel characteristics that RTP fl ows experience are
docunented in Section 3 of "Quidelines for Witers of RTP Payl oad
Format Specifications"” [ RFC2736]. The di scussi on bel ow provides

addi tional information.

3.5.1. Path Mru

At the time of witing, the nost comon | P Maxi num Transmi ssion Unit
(MIU) in commonly deployed link layers is 1500 bytes (Ethernet data
payl oad). However, there exist both links with smaller MIUs and
links with nmuch |larger MIUs. An exanple for links with snall MIU
size is older generation cellular links. Certain parts of the
Internet already support an I[P MIU of 8000 bytes or nore, but these
are limted islands. The nost likely places to find MIUs | arger than
1500 bytes are within enterprise networks, university networks, data
centers, storage networks, and over high capacity (10 Gops or nore)
links. There is a slow, ongoing evolution towards |arger MIU sizes.
However, at the same time, it has become comon to use tunneling
protocols, often multiple ones, whose overhead when added together
can shrink the MIU significantly. Thus, there exists a need both to
consider limted MIUs as well as enable support of larger MIUs. This
shoul d be considered in the design, especially in regard to features
such as aggregation of independently decodabl e data units.

3.5.2. Different Queuing Al gorithns

Routers and switches on the network path between an I P sender and a
particul ar receiver can exhibit different behaviors affecting the
end-to-end characteristics. One of the nore inportant aspects of
this is queuing behavior. Routers and switches have sonme anount of
queui ng to handl e tenporary bursts of data that designated to |eave
the switch or router on the same egress link. A queue, when not
enpty, results in an increased path del ay.
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The i npl enentation of the queuing affects the delay and al so how
congestion signals (Explicit Congestion Notification (ECN) [ RFC6679]
or packet drops) are provided to the flow The other aspects are if
the flow shares the queue with other flows and how the inplenentation
affects the flow interaction. This becones inportant, for exanple,
when real -tinme flows interact with long-lived TCP flows. TCP has a
built-in behavior in its congestion control that strives to fill the
buffer; thus, all flows sharing the buffer experienced the del ay
build up.

A common, but quite poor, queue-handling mechanismis tail-drop
i.e., only drop packets when the inconing packet doesn't fit in the
queue. |f a bad queuing algorithmis conbined with too nuch queue
space, the queuing tinme can grow to be very significant and can even
beconme nultiple seconds. This is called "bufferbloat" [BLQCAT].
Active Queue Managenent (AQV) is a termcovering mechani sns that try
to do sonething smarter by actively managi ng the queue, for exanple,
sendi ng congestion signals earlier by dropping packets earlier in the
queue. The behavior also affects the flow interactions. For
exanpl e, Random Early Detection (RED) [ RED] sel ects whi ch packet(s)
to drop randomy. This gives flows that have nore packets in the
queue a higher probability to experience the packet |oss (congestion
signal). There is ongoing work in the ETF W6 AQMto find suitable
mechani sns to reconmend for inplenentation and reduce the use of
tail-drop.

3.5.3. Quality of Service

Usi ng best-effort Internet has no guarantees for the path’s
properties. QS nechanisns are intended to provide the possibility
to bound the path properties. Wiere Diffserv [ RFC2475] nmarki ngs

af fect the queuing and forwardi ng behaviors of routers, the nmechani sm
provides only statistical guarantees and care in how nuch marked
packets of different types that are entering the network. Fl ow based
QS, like IntServ [RFC1633], has the potential for stricter
guarantees as the properties are agreed on by each hop on the path,

at the cost of per-flow state in the network.

4. Standardi zati on Process for an RTP Payl oad For nat

This section discusses the recommended process to produce an RTP

payl oad fornmat in the described venues. This is to docunment the best
current practice on howto get a well-designed and specified payl oad
format as quickly as possible. For specifications that are defined
by standards bodies other than the I ETF, the primary nmilestone is the
registration of the nedia type for the RTP payload format. For
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proprietary nedia formats, the primary goal depends on whet her
interoperability is desired at the RTP |l evel. However, there is also
the issue of ensuring best possible quality of any specification

4.1. | ETF

For all standardized nedia formats, it is recomrended that the

payl oad fornmat be specified in the |ETF. The main reason is to
provi de an openly avail able RTP payl oad fornmat specification that has
been revi ewed by peopl e experienced with RTP payl oad formats. At the
time of witing, this work is done in the PAYLOAD Wrking Goup (W5,
but that may change in the future

4.1.1. Steps fromldea to Publication

There are a nunber of steps that an RTP payl oad format should go
through fromthe initial idea until it is published. This also
docunents the process that the PAYLOAD WG appl i es when working with
RTP payl oad fornmats.

| dea: Deternine the need for an RTP payload format as an | ETF
speci fication.

Initial effort: Usi ng this docunent as a guideline, one should be
able to get started on the work. |f one’'s nedia codec doesn't fit
any of the common design patterns or one has probl ens
under st andi ng what the nost suitable way forward is, then one
shoul d contact the PAYLOAD W5 and/or the WG Chairs. The goal of
this stage is to have an initial individual draft. This draft
needs to focus on the introductory parts that describe the real-
time nmedia fornmat and the basic idea on how to packetize it. Not
all the details are required to be filled in. However, the
security chapter is not sonething that one shoul d skip, even
initially. Fromthe start, it is inportant to consider any
serious security risks that need to be solved. The first step is
conpl et ed when one has a draft that is sufficiently detailed for a
first review by the W  The | ess confident one is of the
solution, the | ess work shoul d be spent on details; instead,
concentrate on the codec properties and what is required to nmake
t he packetization work

Submi ssion of the first version: When one has perforned the above,
one subnits the draft as an individual draft
(https://datatracker.ietf.org/subnmt/). This can be done at any
time, except for a period prior to an | ETF neeting (see inportant
dates related to the next |IETF nmeeting for draft subm ssion cutoff
date). Wien the Internet-Draft announcenent has been sent out on
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the draft announcenent |ist
(https://ww.ietf.org/mailnman/listinfo/l-D Announce), forward it
to the PAYLOAD WG (https://ww. ietf.org/ mail man/listinfo/payl oad)
and request that it be reviewed. |In the email, outline any issues
the authors currently have with the design

Iterative inprovenents: Taki ng the feedback received into account,
one updates the draft and tries resolve issues. New revisions of
the draft can be subnmitted at any tinme (again except for a short
peri od before neetings). It is reconmended to submit a new
ver si on whenever one has made maj or updates or has new i ssues that
are easiest to discuss in the context of a new draft version

Beconi ng a WG docunent : G ven that the definition of RTP payl oad
formats is part of the PAYLOAD WG s charter, RTP payload formats
that are going to be published as Standards Track RFCs need to
becone WG docunents. Becomi ng a W5 docunment neans that the WG
Chairs or an appoi nted docunent shepherd are responsible for
adm ni strative handling, for exanple, issuing publication
requests. However, be aware that making a docunent into a W5
docunment changes the formal ownership and responsibility fromthe
i ndi vidual authors to the Wa The initial authors normally
continue being the docunment editors, unless unusual circunstances
occur. The PAYLOAD WG accepts new RTP payl oad formats based on
their suitability and docunment maturity. The docunent maturity is
a requirement to ensure that there are dedicated docunent editors
and that there exists a good solution.

Iterative inprovenents: The updates and review cycles continue unti
the draft has reached the level of nmaturity suitable for
publication. The authors are responsible for judging when the
docunent is ready for the next step, nost likely W5 Last Call, but
they can ask the W5 chairs or Shepherd.

WG Last Call: A WG Last Call of at |least two weeks is al ways
perforned for payload formats in the PAYLOAD WG (see Section 7.4
of [RFC2418]). The authors request WG Last Call for a draft when
they think it is mature enough for publication. The W5 Chairs or
shepherd performa review to check if they agree with the authors
assessnent. |If the W5 Chairs or shepherd agree on the maturity,
the WG Last Call is announced on the Ws mailing list. |If there
are issues raised, these need to be addressed with an updated
draft version. For any nore substantial changes to the draft, a
new WG Last Call is announced for the updated version. M nor
changes, like editorial fixes, can be progressed w thout an
addi ti onal WG Last Call.
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Publ i cation requested: For WG docunents, the WG Chairs or shepherd
request publication of the draft after it has passed WG Last Call
After this, the approval and publication process described in BCP
9 [BCP9] is performed. The status after the publication has been
requested can be tracked using the | ETF Dat atracker [ TRACKER].
Docunents do not expire as they nornally do after publication has
been requested, so authors do not have to issue keep-alive
updates. In addition, any subm ssion of document updates requires
the approval of WG Chair(s). The authors are comonly asked to
address comrents or issues raised by the |ESG The authors al so
do one last review of the docunent imediately prior to its
publication as an RFC to ensure that no errors or formatting
probl ens have been introduced during the publication process.

4.1.2. W5 Meetings

WG neetings are for discussing issues, not presentations. This means
that nost RTP payl oad formats shoul d never need to be discussed in a
WG neeting. RTP payload formats that woul d be discussed are either
those with controversial issues that failed to be resolved on the
mailing list or those including new design concepts worth a genera

di scussi on.

There exists no requirenent to present or discuss a draft at a W5
nmeeting before it becones published as an RFC. Thus, even authors
who | ack the possibility to go to W5 neetings should be able to
successfully specify an RTP payload format in the | ETF. WG neetings
may become necessary only if the draft gets stuck in a serious debate
that cannot easily be resol ved.

4.1.3. Draft Nam ng

To sinmplify the work of the PAYLOAD WG Chairs and W5 nenbers, a
specific Internet-Draft file-nam ng convention shall be used for RTP
payl oad formats. |ndividual subm ssions shall be nanmed using the
tenpl ate: draft-<lead author fam |y name>-payl oad-rtp-<descriptive
nane>- <versi on>. The WG docunents shall be naned according to this
tenpl ate: draft-ietf-payl oad-rtp-<descriptive nane>-<version>  The

i nclusion of "payload" in the draft file nane ensures that the search
for "payload-" will find all PAYLOAD-related drafts. |nclusion of
"rtp" tells us that it is an RTP payload format draft. The
descriptive nane should be as short as possible while stil

descri bi ng what the payload format is for. It is reconmended to use
the media format or codec abbreviation. Please note that the version
must start at 00 and is increased by one for each submission to the

| ETF secretary of the draft. No version nunbers may be ski pped. For
nmore details on draft nami ng, please see Section 7 of [|D GU Df]
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4.1.4. Witing Style

When witing an Internet-Draft for an RTP payl oad fornmat, one should
observe some few considerations (that may be somewhat divergent from
the style of other |IETF docunents and/or the nedia coding spec’s

aut hor group nay use):

I nclude Mdtivations: |In the IETF, it is common to include the
notivation for why a particul ar design or technical path was
chosen. These are not long statenents: a sentence here and there
expl ai ni ng why suffice.

Use the Defined Term nol ogy: There exists defined term nology both
in RTP and in the nedia codec specification for which the RTP
payl oad format is designed. A payload format specification needs
to use both to nmake clear the relation of features and their
functions. It is unwise to introduce or, worse, use w thout
i ntroduction, term nol ogy that appears to be nore accessible to
average readers but may miss certain nuances that the defined
terms inply. An RTP payl oad format author can assume the reader
to be reasonably faniliar with the ternminology in the media coding
speci fication.

Keeping It Sinple: The IETF has a history of specifications that are
focused on their main usage. Historically, some RTP payl oad
format